**Тест на проверку знаний о классификации вредоносных программ**

**и приложений**

Вопрос №1:

Что означает термин «Trojan horse» (троянский конь) применительно к вредоносным программам?

* a) Программу, выдающую себя за легитимную, но скрывающую истинные вредоносные функции.
* b) Вирус, быстро размножающийся в локальной сети.
* c) Самораспространяющийся червь, проникающий через уязвимости в ПО.
* d) Вспомогательную утилиту для администрирования систем.

**Правильный ответ:** a

Вопрос №2:

Что такое Ransomware (шифровальщики)?

* a) Вредоносные программы, собирающие личные данные пользователей.
* b) Программы, шифрующие файлы на компьютере и требующие выкуп за расшифровку.
* c) Банковские трояны, ворующие информацию о картах и счетах.
* d) Вирусы, распространяемые через email-вложения.

**Правильный ответ:** b

Вопрос №3:

Что представляет собой Spyware (шпионское ПО)?

* a) Маленькие рекламные баннеры, появляющиеся на экране.
* b) Программы, незаметно следящие за действиями пользователя и отправляющие собранные данные разработчику.
* c) Трояны, маскирующиеся под полезные приложения.
* d) Код, загружающий компьютер ненужными приложениями.

**Правильный ответ:** b

Вопрос №4:

Что такое Adware (рекламное ПО)?

* a) Программа, предназначенная для рекламы и показа объявлений.
* b) Специализированное приложение для автоматизации рутинных задач.
* c) Вредоносная программа, нацеленная на удаление данных.
* d) Универсальный пакет программ для создания графики.

**Правильный ответ:** a

Вопрос №5:

Что обозначает термин «Worm» (сетевой червь)?

* a) Саморазмножающееся вредоносное ПО, распространяющееся по сети.
* b) Классические компьютерные вирусы, действующие исключительно в пределах одной системы.
* c) Тип приложений для оптимизации рабочего процесса.
* d) Программы для автоматического резервного копирования данных.

**Правильный ответ:** a

Вопрос №6:

Что такое Rootkit (руткит)?

* a) Основной компонент любого антивирусного продукта.
* b) Категория специализированных драйверов видеокарт.
* c) Пакет программ для администраторов Unix-подобных систем.
* d) Вредоносное ПО, предназначенное для сокрытия своего присутствия в системе.

**Правильный ответ:** d

Вопрос №7:

Что называют Backdoor (задняя дверь)?

* a) Программу для увеличения быстродействия компьютера.
* b) Механизм скрытого доступа к системе, обходящий стандартные методы авторизации.
* c) Функция антивирусных сканеров для обнаружения угроз.
* d) Секретный код для активации демо-версий ПО.

**Правильный ответ:** b

Вопрос №8:

Что такое Botnet (ботнет)?

* a) Технология высокоскоростной передачи данных по сети.
* b) Сеть заражённых компьютеров, управляемая злоумышленником.
* c) Система защиты данных с применением биометрической аутентификации.
* d) Термин, обозначающий совокупность антивирусных сигнатур.

**Правильный ответ:** b

Вопрос №9:

Что такое Exploit (эксплойт)?

* a) Название популярной игровой платформы.
* b) Вредоносная программа, распространяющаяся через электронную почту.
* c) Специалист по восстановлению данных.
* d) Специальный код, эксплуатирующий уязвимости в программном обеспечении.

**Правильный ответ:** d

Вопрос №10:

Что такое Keylogger (кейлоггер)?

* a) Современный редактор для записи нот.
* b) Устройство для автоматической блокировки клавиатуры.
* c) Вредоносная программа, записывающая нажатия клавиш на клавиатуре.
* d) Аппарат для резервного копирования жесткого диска.

**Правильный ответ:** c