**«Правила безопасного поведения в цифровой среде»**

1. Создавать сложные пароли. Использовать пароли не короче 8 символов, с буквами, цифрами и специальными знаками. Не сообщать их никому.
2. Не открывать подозрительные ссылки и письма. Даже если письмо пришло от знакомого, нужно убедиться, что это действительно он.
3. Устанавливать антивирусное программное обеспечение. Оно защищает устройство от вирусов и вредоносных программ.
4. Регулярно обновлять программы и операционную систему. Обновления устраняют уязвимости, которые могут использовать злоумышленники.
5. Ограничивать распространение личной информации. Не публиковать в открытом доступе адрес, номер телефона, паспортные данные и другую личную информацию.
6. Не общаться с незнакомцами в интернете. В сети легко скрыть свою настоящую личность. Не соглашаться на встречи с малознакомыми людьми из интернета.
7. Использовать двухфакторную аутентификацию. Это дополнительная защита: помимо пароля, система запрашивает код из СМС или специального приложения.
8. Избегать подключения к открытым Wi-Fi-сетям без защиты. Через такие сети могут быть перехвачены личные данные.
9. Проверять надёжность сайтов перед покупками. Делать покупки только на проверенных сайтах с защищённым соединением (https в адресной строке).
10. Соблюдать правила цифрового этикета. Не участвовать в кибербуллинге, не распространять ложную информацию, вести себя уважительно по отношению к другим.