1. В России действует ряд нормативных актов, направленных на охрану интересов пользователей в цифровой среде. К таковым относятся:

1. Федеральный закон «О персональных данных» регулирует порядок сбора и обработки личной информации.
2. Закон «Об информации и информационных технологиях» устанавливает правила работы с контентом.
3. Гражданский кодекс защищает авторские права.
4. Уголовный кодекс
5. Федеральный закон «О связи»

2. Соотнесите виды угроз в цифровой среде и их описанием

|  |  |
| --- | --- |
| 1.Кража персональных данных | А. агрессивное поведение в интернете, включая оскорбления и угрозы, способно нанести серьезный психологический вред. |
| 2.Мошенничество | В. распространены фишинговые сайты, поддельные письма и предложения, которые обманом вынуждают пользователей передавать свои сведения или деньги. |
| 3.Кибербуллинг | С. использование недостоверной информации или алгоритмов для влияния на мнение и действия пользователей. |
| 4.Манипуляция сознанием | D. злоумышленники могут получить доступ к конфиденциальной информации, такой как паспортные данные, номера банковских карт или адреса |

3.Чтобы защитить личные сведения, важно соблюдать несколько ключевых правил

1. Сложные пароли
2. Трехфакторная аутентификация
3. Обновление программного обеспечения
4. Проверка ссылок и отправителей
5. Контроль настроек конфиденциальности:

4. Установите соответствие видов нарушений и их возможные последствия

|  |  |
| --- | --- |
| 1.Мошенничество | А. Штраф или запрет на деятельность |
| 2.Распростронение ложной информации | В. Потеря денежных средств |
| 3.Невозможность доступа к аккаунту | С. Потеря личных данных |
| 4.Утечка приватных данных | D. Уголовное наказание |
| 5.Распространение вирусов | Е. Утрата репутации |

5. Государственные органы по защите прав в цифровой среде это

1. Роскомнадзор
2. Прокуратура
3. Полиция и подразделения по борьбе с киберпреступностью
4. Совет Федерации и Государственная Дума

6.Установите основные права и ограничения граждан РФ в цифровой среде

|  |  |
| --- | --- |
| 1.Право | А.Конфиденциальность личной информации |
| 2.Ограничение | В. Запрещённый контент |
|  | С. Равенство доступа к цифровым ресурсам, независимо от социального статуса или убеждений |
|  | D. Выражение мнения, что включает публикацию собственных взглядов в сети |
|  | Е. Государственная тайна |